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Abstract

Our study tackles the challenges of adapting a-sre-fits-all” airport security screening systeho. do this we
focus on passenger-transport security officergactéons at the passenger security checkpoint. ortggnality

of the study lies in integrating the four elememt Herbert Simon’'s (1977) “procedural rationality”
(Intelligence, Design, Choice, Review) to the falimensions of Alexis Tsoukias’' (200Decision Aiding
ProcesgDAP). The method of the study was validated Isgrdes of statistical and ethnomethodological ssidi
involving passengers, transport security officard aivil aviation authorities. The results of ouvéstigation
highlight seven incoherencies at many passengerigecheckpoints. In the light of this, we put faard three
recommendations involving transport security offieenpowerment, passenger engagement and increasing
overall sense-making approach via key performandieétors.

Keywords:decision aiding, airport security checkpoint, mdgral rationality, coherence axioms

Résumeé

Notre étude s’attache a faire évoluer un modélediithique (« une-taille-pour-tous ») de filtrage@gortuaire.
Pour ce faire, nous examinons les interactionseepfissagers et agents de sdreté (PAX-ADS) au poste
d'inspection filtrage. L'originalité de I'étude riéle dans l'intégration de la rationalité procéderéhtelligence,
Conception, Choix, Revue) d’Herbert Simon (1977detProcessus d’Aide a la Décision d'Alexis Tsoskia
(2007). La méthode de I'étude a été validée aletsad’une série d'études ethnométhodologiquesagsstiues

sur le terrain. Les résultats qui s’ensuivent nmeten lumiére sept incohérences dans le fonctioenérde
nombreux postes d’inspection filtrage. Dans ce exiBt nous proposons trois recommandations condernan
I'encapacitation des agents de s(reté, 'engagedenpassagers et I'accroissement de la constnutdticens a
travers des principaux indicateurs de performances.

Mots-clé: aide a la décision, poste d’inspection filtrageoportaire, rationnalité procédurale, axiomes de
cohérence
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1. Introduction

1.1. Airport security needs

Civil aviation security seeks to prevent the introion of dangerous prohibited items into aircrafisis is done
by the implementation of various operational measuvased on the coordination of technologies, pres
and human operators at different levels. These unegssnclude a focus on passenger screening irr eode
detect and deter security threats at checkpoimbs fr boarding as part of anti-terrorism proceduiMe argue
for an essentially situational threat detectioneldlaapproach to analysing airport passage checlgxdihe term
situational is associated with a superpositiorfafexample, legal, cultural, psychological, ecoimrftontexts”
in a given time and space. In this sense, a gitnaltithreat detection-based approach to airpodriggseeks to
create specified “tensions” between a passengeX)RAd Transportation Security Officers (TSO) inxed in a
security threat detection process. This is in @sttto, but not in opposition with, a more covafbrmation
seeking-based approach to detecting security threat

In this context, a key challenge of airport seguriésts in improving the efficiency and efficacy sdcurity
checkpoints in a complicated equation made upftéreint entities at different decisional levelseash of these
entities has its own objectives, dynamic and cairgis. From an optimization perspective the censsie can
be summarized as follows: How can one reconcileitifgrovement of security performance levels (ite t
efficient detection and deterrence capabilities)levfacilitating the efficacy of passenger flow gthtakes into
account the respect of passengers’ dignity anchéleel to provide value for money)? From this pointiew,
TSOs at checkpoints can be seen as grassrootsoted@sd action-makers in their daily task of idBng,
analyzing and acting on signals coming from seg@ifuipments and procedures. This includes impléingea
full body search on a passenger to ascertain whethgerson is a security threat, or not.

1.2.Objectives of the study

A scientific framework is thus necessary to prieétthe recommendations of security experts abowut to
improve security checkpoints at grassroots levaiely those that take into account human factaush &
framework provides a sufficiently detached viewpdirat enhances the legitimacy of upstream decisiakers’
choices when considering regulatory reforms atpbltical level. This represents an optimizatiomlgem at
multi-levels that can be modelled as a formal decisnaking problem.

The term fnodet has a specific meaning in this study. Followihg founding work of Bernard Roy (2000: 8),
in multicriteria decision making, a model desigisad@ ‘abstract representation of a class of phenorfi¢alen
from a specified environment in order to facilitate investigation and/or social exchanges. A mij¢hus, not
necessarily an “impoverished or approximate phaplyt of a reality but more akin to a “caricaturereél-life
situations” based on a family of questions for &egiobserver (Roy, 2000: 9). In this context, the of our
study was to create a robust model of an airpartirsly checkpoint based on three issues relatezbsessing
performance regarding:

 the placing of human screeners in an appropriatewgiphin a designated security perimeter,

« the development of the appropriate performancergiiof human screeners,

« possible improvements to the existing security aork.

In the light of these three issues, three diffemantdels are put forward. First, there is a macralehaf the
decision making process, based on Decision Aidimgé&ss approach of Tsoukias (2008). The aim ofrthero-
model is to increase the procedural rationality aofgiven decision making process in explicating its
“interconnecting-sense’i.€. the overall coherence geared to achieving a setctite). The second model is
based on a mathematical approach to evaluating@blém formulation” i(.e. the “Design” phase of Simon’s
procedural rationality, see Table 1, below) withie macro-model. The third model is also matheralyic
based but focused, here, on the evaluation ofisakitto the formulated problemd. the “Choice” phase of
Simon’s procedural rationality, see Table 1, belaf)the macro-model. The formalization of a robust
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alternative “model” of an airport security checkmois underpinned by a multicriteria aggregationgedure
approach (Roy, 2000: 9). This procedure enablesddeder needs to take into account two or more- non
complementary criteria given that the systematimiehtion of mathematically “awkward” criteria (due its
ambiguous, paradoxical, or dissonant nature) ceffiectively invalidate solutions aimed to solve lpliems
focussed on the imperious nature of “real-life afikons” (Roy, 2000: 9).

Within this framework, our study puts forward a eétecision aiding Recommendations (see Tablestbw),

i.e. assertions taken from a sequence of results b@sedrious sets of data and/or sets of working thgses
(Roy, 2000: 9). Such recommendations are not tedrdused with related, but distinct, assertionshsas a
“road map” (how to navigate around problems in ortego from A to B), technical specifications (hdov
create an artifact), or an action plan (sequencgeags to be taken in terms of allocated tasks tiorizon and
resources).

2. Analysis by the decision aiding

2.1.Decision aiding

Decision aiding is defined by Roy (1996) as “théwty of the person who, through the use of explat not

necessarily completely formalized models, helpsioiig elements of responses to the questions poged

stakeholder of a decision process. These elemeotk wwwards clarifying the decision and usually &ods

recommending, or simply favouring, a behaviour thditincrease the consistency between the evalutibthe

process and this stakeholder’s objectives and \glsem.”

Four major components of this definition can benfibin theManual Doc980&egarding “Human Factors in

Civil Aviation Security Operations” (ICAO, 2002) tably:

« the stakeholder’s value system that brings togetbeurity and human factors,

* security equipment that plays the role of modelsi¢éveraging human capabilities and adaptabilities
enhance overall system performance”,

» the decision process that includes the task oksang all baggage as well as establishing “mouwch time is
required to screen a given number of passengergigithe security checkpoint process,

« the need to increase the consistency of decisianishaimed at “matching the limitations and calitids of
the operators to the technologies that suppori ewiation security operations” as well as “makitige
aviation security system resilient to the conseqasmf human error”.

In our study, decision aiding is based on four emts based on the Multicriteria Methodology for Bem
Aiding of Bernard Roy (1996). This consists of puial actions, criteria, preferences and robustng&se
methodology is divided into four levels:

« The first level, called “Object of the decision aspirit of the recommendation or participation”tadsishes
the set of potential actions and the selectionfleset.

» The second level, called “Analyzing consequenceksdaveloping criteria”, defines a family of crit@rihat
expresses the consequences of the actions by taktmgccount the factors of imprecision, uncetiasnd
inaccurate determination.

* The third level, called “Modeling comprehensivefprences and operationally aggregating performénies
built on an aggregation of criteria.

« The fourth level, called “Investigating and devefap the recommendation”, designs the procedures to

acquire and process information that leads to wwistto a specific problem. These procedures irecliine
robustness analysis that studies the capacityeoféabommendation, notably that of aggregation,rideoto
remain a solution despite the factors of inevitatalgability in real life situations (Roy, 2010).
In this way, the methodology set up its model withine scope of decision theory. At the same tirhe, t
methodology helps obtain elements of responsesédagtiestions of the stakeholder about resolvingvang
problem. This is called a “constructivist” decisimaking approach.

* Multicriteria aggregation procedure :A procedure which allows the systematic compariany two actions from a set of
actionsA by taking into account (in a comprehensive way)gbgormance levels of each action according tehalicriteria
of a given criterion family (Roy, 2000: 9).
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In adjoining the four activities of procedural matality (Intelligence, Design, Choice, Review cim8&n, 1977,
see Table 1, below) to the Decision Aiding ProdEssP) of Alexis Tsoukias (2007) the constructivagtproach
that we put forward involves the following key elents. As shown in Figure 1, below, we argue tHap® can

be conceptualised effectively as a partition of ke of potential solutions. established through the Problem
statement7 (e.g.the best choice, an allocation to categories marticular ranking) and representative points of
view V. Potential actiong\ are numerically represented by alternatidelsased on criteriéd. This numerical
representation comes from a selection of pointgi®@i V expressed as a numerical dimendibtaking value
from a set of scales. The family of criteriaH provides a synthesis &f sufficient to express an improvement to
the decisiorvia comparisons. The synthesis is guaranteed by thregerties called coherence axioms: non-
redundancy, cohesion and completeness. “Completédesignates a family of criteria that represeitghe
elements that are significant in a given realityonder to differentiate potential actions. Givemttla set of
criteria identifies a preference for one potentielion over another, the concept of “cohesion” éatés that a
criterion has the same distinguishing trait of edirgy a given preference whether it is referredoto an
individual or collective basis in the family of tafia. By “non-redundancy” is meant not having tviteria, in a
given family of criteria, that differentiates inettsame way potential actions. The cross-matchirthesfe three
axioms enables the observer to pinpoint incoheesngiithin an operational framework when represgntire
tensions of a given reality. Two concepts comptéi evaluation. First, the representation of uradety U
completes the evaluation, which takes into accdmyrecise and undetermined information. Second, the
aggregation operatdR introduces a representation of global prefereasea combination of criteria. The final
recommendatio® refers to the final decision that a decision madteyuld apply. A robustness analysis can be
seen as the study of the reverse link fi@ro R.

Table 1. Correspondence between the Decision Ailimegess (Tsoukias, 2007) and
procedural rationality (Simon, 1977)

Procedural rationality Decision Aiding Process Beni aiding concepts
Intelligence Problem situatiaf Participantst

Staked!

Engagement§
Design Problem formulatioff Potential actiong\

Points of viewV

Problem statemen?
Choice Evaluation modeit AlternativesA

DimensionD

Scales

CriteriaH

Uncertaintydl

Preferences aggregatigh
Review Final recommendatich

DAP thus proposes an extension of decision aidomgepts given that the problem formulatibis linked to an
independent representatian, which assembles the major issues of the decipimblem. The stake®
designates the objectives and constraints intratiune the identified participantd of the decision. The
participants’ declared engagemesitexpress the accepted relations between particigant stakes.
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Fig. 1. Decision Aiding Process in the construstiepproach.

The procedural rationality structures exchangesvéen DAP and the decision process. First the detisi
process is structured through four interactingvét@ts defined by Simon (1977):

« the intelligence that collects the elements of kieolge regarding the designated problem,

» the design that develops possible courses of agtion

 the choice that selects particular courses of astitom those designed,

» the review that assesses the coherency betweehdlsen actions and past choices.

Second, in an abstraction phase, DAP is superposdtie decision process in order to provide a dlabd
synthetic representation. Such a representatiamtifiés useful complements given by the conceptdegfision
aiding. In a concretization phase, the new abskaoivledge is integrated into the decision procass the
value system (Fig. 2 below). In the interactionwestn DAP and procedural rationality, there is ne entry
point. In a fact this means, one can enter at drigeofour stages of DAP. This is a crucial pomfstress as in
our study we focus on the analysis and improver(sa@ below) of the security framework.

In this way the concepts of our constructivist agmh can be used to describe, analyze and imphevaecision
process and the value system. Such an approaahdd a descriptivist approach.

Decision Aiding Process
r M 0]

)

Decision
aiding
Abstraction
uoneznaluo)
uolisioag

Intelligence =——Design =———ChoiC€  =—Review
Decision Process

Fig. 2. Exchange between DAP and the decision geoce

2.2.Checkpoint context

The project takes place within the context of thenmal Doc9808 that defines the basic demands afolleeof
human factors. These demands guide the abstrgotiase of the decision process. The concretizati@mse
which follows, aims at better integrating secudtuipment and newly prescribed procedures.

In this light, the decision process concerns tleeisy checkpoint process that can be modelle@ims of the
four activities of procedural rationality:

* Welcoming: checking boarding cards, advising pagsemnon the security procedures,

» Preparation: loading bags onto the conveyor bealhitaring passengers,

» Searching for prohibited articles: X-ray screenifidpags, full body search,

* Filtering: passenger to access to the restricteddaog area or calling the police.
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3. Analysis of incoherencies

A total of 16 meetings, presentations and fieldigtsi were conducted to develop and validate théysineof
incoherencies. This process involved a series pfdtmvn and bottom-up exchanges, between June 28d1 a
October 2013, involving PAX, TSO and representatiwécivil aviation authorities. The studies wegeséd on
generating and analysing statistical and ethnondetlogical data. DAP and procedural rationality iedgeseven
basic structural incoherencies in the passengeestrg situation. The first incoherency referste tmanual
Doc9808 where the PAX are not explicitly mentiorsed, coupled to this, the TSO are viewed as ttgirodf
“human error”. The lack of visibility, especiallyoncerning the PAX, underplays the interaction afsgroots
participants in the dynamics of real-life situasofhe importance of such participants is effetyiveéghlighted

in the Annex 17 to th€hicago Convention on International Civil Aviatidn article 4.4.1, the Annex states that
“Each contracting State shall establish measuressare that originating passengers of commeriisiaasport
operations and their cabin baggage are screenedtprboarding an aircraft departing from securégtricted
area”. To clarify this incoherency, seen as a viomaof the completeness axiom, it is proposectmtuce the
PAX as an active participant in (Fig. 3).

PAX Oa

Welcoming — Preparation ——Searching —kiltering
Fig. 3. Introduction of the PAX in the problem sition.

The second incoherency concerns the lack of cletapd PAX-TSO engagements. Given that the TSdsa
participant ind, both the PAX and the TSO have the security isstiea mutual concern i€, albeit from
different perspectives. In this sense, DAP reveaalsnconsistency about the lack of a clearly defie#icient
operational allocation of resources to this musealurity concern. The absence of an explicitlyestatilocation
leads to undefined “front office” engagements bemvehe PAX and TSO i§ (Fig. 4). The tension that ensues
is linked to a violation of the completeness axidm.resolve the tension, induced by this inconeisfeit seems
useful to introduce a new mutual security conceralarify both existing concerns and allocatiorregources to
themvia clearly stated engagemestbetween participants.

g r M (]
{PAX, TSO}=a
Security 00
$=0
Welcoming — Preparation —Searching —iltering

Fig. 4. Lack of engagements.

The third incoherency comes from the checkpoinkisgeprohibited objects, represented by the viewpd
(see Fig. 5, below). This inconsistency includes nieed to put the PAX in a controlled threat detedbased
situation. This implies placing the PAX under temsi.e. under sufficient discomfort as a way to analysing a
detecting a threat to security. This is akin to tvAasoff (1990) calls the detection of “weak sigialln this
sense, security screening is considered as theofledtability of putting the PAX offender in a #at-revealing
situation by playing up the contradictory effort whnsparency-dissimulation related to a violatmithe
cohesion axiom. In effect, the central issue isdieg if a traveller falls either within the “traparency” (not a
likely threat), or the “dissimulation” (a likely tbat) category. In the case of an all-clear trarespzy decision
the traveller is considered as a PAX. Inverselyhdf dissimulation decision is applied, the traafei$ judged as
a security threat. This dichotomous transparensghdliulation decision making, however, can have an
undesirable effect on the PAX. The traveller cansider such decisions as unacceptable in thatadppgar to
be arbitrary judgements based on apparently etheligious or cultural preconceptions. It need®¢ostressed,
here, that it is the “appearance” of arbitrary diegis that is problematic (“Why me, and not someelse?”),
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and not necessarily the decisiper se In short, what the TSO considers as a “discratighdecision, the PAX
sees as an “arbitrary”, or even “discriminatorytfien. To limit this tension, the security frameWwareeds to
regulate what, how and when it communicates releivdormation to the PAX on security issues.

P r M ]

Security O 0 Threat OV

Welcoming = Preparation —Searching —hiltering
Fig. 5. Contradictory situation for the PAX.

The fourth incoherency occurs when the PAX is plaioea washback (or backwash) situation that ocedmsn
the person is screened as an alternative the evaluation modell (Fig. 6). (The washback effect is classically
highlighted in a didactic situation as the (unimted) “influence of testing on training and learriinghawcross,
2007). The anticipatory washback screening sitnatin be either positive or negative dependingherstate of
the PAX’s security readiness. The incertitude comiog the (readiness of the) PAX includes the pagses
concerns about personal dignity and respect whémgbscreened. This point refers to a violation loé t
completeness axiom (see above). Such tensionsecagghlated by offering adapted information to B#eX at
the appropriate moment in anticipation of the siéggcreening process.

ﬂ'\/r/\m ®

PAX Oa
Security 00 Threat OV PAX OA
§=0

Welcoming = Preparation —Searching —miltering
Fig. 6. Washback effect.

The fifth incoherent situation arises from the dyi@nature of a security threat, which varies witiles being
evaluated through the static critefiagiven by security equipment (Fig. 7). This sitoatis associated to a
violation of the completeness and cohesion axiose® (@above). An extension of the concept of robastne
analysis, fromM to /, can reduce this contradictory situation. Conttaryhe present state of affairs, an initial
analysis of technical robustness that studies #niatons of threat detection in realvitro grassroots situations
can but improve the efficiency of identifying prbhed objects. Moreover, the ongoing collectioropérational
data can contribute to this type of robustnessyaimin order to fine tune the technical capacibésecurity
equipment according to the needs of a particularason and its attending (legal, economic, culfura)
contexts.

g r M [}
\/

Threat OV Equipments OH

Welcoming — Preparation ——Searching —iltering

Fig. 7. Technical robustness.

The sixth incoherency is related to the washbadkcefwhere the security issue is not allocated ng a
participant. But, given that the TSO is part ofcaerall security system, the actions of a TSO ¢tuist a set of
criteria for assessing potential threats. Formafigaking, this gives: TSO H (Fig. 8). This occurs when the
TSO is under- or over-focussed on a task that ptevine individual to take into account dynamic mzsck
effects of a screening process. In this situatitos, probable that an instrumental bias is at wibidt discourages
an efficient detection of a security threat. Theoimerency is the source of “human error” referrednt the
manual Doc9808 when the TSO is not attributed eitplirecognised discretionary powers. Such incehetes
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can be reduced by introducing an additional secwidncern as mentioned in Annex 9 to t@hicago
Convention In this case, the discretionary facilitation isscan balance out the problem situati@nby a
clarification of PAX-TSO engagements.

{/7/_\' M ®
\_/

Tsooa
Facilitation 0O ¢ TSOOH
§=0
Welcoming — Preparation ——Searching —miltering

Fig. 8. Instrumental bias for the ADS.

Finally the seventh incoherency concerns the ojper@tquality of performance indicators. Currentfpemance
indicators tend to provide an external evaluatibattis not connected to declared operational agtion
improvements. Such performance indicators can beidered as an operationally “abstract” dimendin
rather than criteridd anchored to specified actions (Fig. 9). In sucbaae, dimension-based indicators are
devoid of basic structures of preferences.

D
X
Welcoming — Preparation ——Searching —kiltering
Fig. 9. Evaluation separated from improvement.
4. Problem setting

4.1.Problem situation

All the basic information given by the operatiosdlation and th€hicago Conventioran be expressed by the
descriptivist problem situation (Fig. 10a). At leaso objects of concerns are to be considered velflenating
resources to two participants without clearly defirengagements between them. The issue of seaatigr
than that of facilitation, has a slight prioritydaeise it is of a more general nature. Added tq this security
equipment provides assistance to the TSO in thectien of prohibited items. Based on these elementsew
problem situation can be defined in a construdtigproach (Fig. 10b) where:

* a={PAX, TSO}

* O ={security, facilitation}

o §={(TSO, facilitation, PAX), (PAX, security, TSO)}

The interactions inS imply engagement whereby the TSO provides fadilitatand in exchange the PAX
provides security. Operationally, this engagemetessitates evaluations of facilitation as a wapaléncing
out the problem situation (Fig. 10b). From thismaf view, the problem setting situation lendlitdo the
circulation, and thus transformation, of objects aufncern both for the PAX and the TSO within the
communication space of airport safety in a mannat is compatible with the demands of airport featibn for
the PAX.

Facilitation Facilitation
— 10 PAX < Tso
PAX (equipments) (evaluations) (equipments)
_ _
Security Security
(a) (b)

Fig. 10. Descriptivist (a) and constructivist (spplem situation.
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4.2. A three-fold recommendation

This new problem situation can be implemented bgrabination of three basic recommendations:

* The quality of the PAX-TSO relationship is espdygiaéinportant at the passenger preparation leveresof
the key components of an overall efficient scregninocess. The key idea here is to create a climfte
passenger engageme(Kiesler, 1971) in which a PAX will willingly coggrate with a TSO in order to
enhance both the security system and the passemgads.

* The question oempowering(McDonald, 2012) a TSO is a crucial but delicagsue. On the one hand,
security agents need to abide to official procesldioe security, legal, economic and ethical reas@rsthe
other hand, if TSOs abide over-rigidly to standprdcedures they risk falling into a predictabletio@ of
over- or under-focussing on tasks that discourigg® from identifying “weak signals” (see Incoherg##6,
above). This is counter-productive given that ofithe features of airport security threats is npredictable
nature. Empowering TSOs thus involves enabling thenuse their discretionary powers as grassroots
decision- and action-makers of walking the fineelibetween knowing when to go beyond standard
procedures (when encountering a potential secthityat) while still respecting the law and ethinarms.
This form of empowerment requires a security infation system that enhances the vigilance of segcurit
agents based on team work and the capitalizaticfes$ons learned” from the field by experiencedusity
agents.

* It is necessary to measure the performance of ébarigy system as a way to evaluate andnetke sense
(Wieck, 1995) of improvements. To do this it is @essary to establish key performance indicators when
evaluating TSOs. Such an approach contributesrmataration and resilient process that examineg afse
data in order to better identify “weak signals” @aiff, 1990) of an emerging security threat.

4.3.Resilience

The combined recommendations (above) contributénforoving the resilience capacity of airport seturi

screening checkpoints as a dynamic ecological sy$t#Walker, 2006) within a decision aiding framewo#k

classical representation in numerical decision nsdrpresses the problem as a domain that corrdsgorall

the possible configurations of evaluation of nuerbbjects. This domain is divided into two parts:

« the feasible domain of all and every constrainthefproblem that are formally satisfied,

» the non-feasible domain as the complementary damain

By the very nature of the modelling process (seevapall the elements of a targeted reality cateonevitably

taken into account. Some phenomena are not knowegFig. 11), cannot be represented (... see Fjgot1l

are not stable. In these cases, in consequencaasstudies are conducted in order to assesddhdity of the

model in terms of:

 the principal of the sensitivity analysis that fies the reliability of the solution to remain ihet feasible
domain when the parameters of the model are pedurb

 the principal of the robustness analysis, which lmarseen as an alternative way of presenting theega in
2.1 (above), assesses the capacity of the solttiaevert back to the feasible domain when unexkct
variations, caused by grassroots external reglitishes temporarily the framework into the non-faasi
domain.

Decision domain —

?
Robustness Non feasible domain
> Assimilation
ob >
@@ Vulnerability Threat
Q)
(9
A4 . )
Dissuasion
Reliabili
ty -
= g Security
Feasible domain

Unlawful interference
Crisis and events without unlawful interference

Fig. 11. Application of the concept of resilience.
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Threats to airport are not just a complementargnetd to airport security. The analysis of suchatseannot be
reduced to the particular preoccupations of airgedurity, it is also needs to be seen from a fasgeietal
perspective. This entails examining threats fromahgles of vulnerability and dissuasion, which lbarseen as
the analysis of the non-feasible domain in termgadfustness and reliability factors. When combinihip
approach with a decision aiding approach, it issfis to study the exchanges between feasible andeasible
domains when managing the assimilation of new, aaceunknown events in the ongoing adaptation ciirsty
procedures. In this sense, new “real” or “poteht@lents can be represented as alternatives linietleal
actions” that can be analyzed as being part okeithe feasible or non-feasible domains. Vulneitgbdnd
dissuasion can be seen as the analysis of theaasibfe domain in terms of robustness and reltslfdictors.

5. Conclusion

In a nutshell, our study tackled the challengea sfandard “one-size-fits-all” overall securityesening system,
based on a PAX “equal-risk” approach, to a morsk4hased” model by focusing on more dynamic PAX-TSO
interactions. To do this we identified seven inaelneies at passenger security checkpoints. Three
recommendations are put forward involving transgedurity officer empowerment, passenger engageareht
increasing an overall sense-making approach via geyormance indicators. The implementation of ¢hes
recommendations implies closer collaboration betweganagement and engineering sciences and social
sciences, such as the Information and Communic&wences.
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